Nation-State Threats

Nation-state actors have carried out influence operations during elections in both Europe and the United States. Even though tactics such as network operations, provocations and the coordinated spreading of disinformation have been revealed, this has not deterred the activity from Russia and China. Disinformation efforts have increased during the pandemic and concerns about future threats and targets have increased.
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