The United States’ position on the world stage today may be in its most tenuous state since the height of the Cold War. Threats to security are multi-fold and multiplying, spanning the persistent threat of global terrorism, rogue states seeking or possessing nuclear weapons, deteriorating climate stability, and great-power competition from a rising China and revanchist Russia. Amidst these threats, America finds itself beset by internal conflict and damaged credibility with its allies and adversaries.

The latest National Defense Strategy (NDS), released in 2018, represented one of the most significant Department of Defense (DoD) strategy updates in the post-Cold War era. The document, critical to aligning U.S. defense activities toward a shared vision, marked a shift from the recent counterinsurgency focus to one of preparation for great-power competition. It set ambitious goals to reinforce American military superiority and deter threats across all domains. But finding the budget to resource those goals has proven difficult. As a result, there is a fundamental “threat and budget mismatch” that will dramatically challenge America’s ability to rise to the occasion and deter truly catastrophic future conflict.

To avoid such an outcome, and to counter the growing narrative surrounding “America’s decline,” the next NDS must embody a number of hard choices to be successful.

Risk and Resourcing

Despite fostering a profoundly different worldview than its predecessor, the Biden administration’s interim National Security Strategic Guidance report preserves key tenants of the 2018 NDS. Principally, it contains an enduring focus on strategic competition, which is prudent. However, as security concerns of decades past continue to persist, DoD will be challenged to meet the growing demands of strategic competition. As such, the forthcoming NDS must clearly articulate not only threat priority, but proximity, to include areas where the United States is willing to accept additional risk.

The U.S. military instrument is increasingly stretched at the seams. For proof, one need only look to the rash of catastrophic mishaps suffered by U.S. Navy vessels since 2017. To address these growing readiness concerns, the NDS should establish a framework that more effectively guides budgeting and force employment decisions using risk-based analysis to allocate limited resources. More specifically, the strategy should be optimized to enhance deterrence in the next five to fifteen years.

Testimony from Admiral Philip Davidson, former commander of U.S. Indo-Pacific Command, in March 2021 suggested that the threat posed by the People’s Republic of China toward Taiwan could manifest within the decade. Therefore, focused efforts like the Pacific Deterrence Initiative (PDI) should be prioritized and fully funded to specification.

On its surface, the Fiscal Year 2022 defense budget request’s record-setting investment in Research, Development, Testing, and Evaluation (RDT&E) is promising. However, if one looks at investments in the PDI—a critical element of “integrated deterrence” directed at the United States’ pacing challenger—the picture is concerning. Instead of resourcing the capabilities originally called for, it is crammed with planned procurement items detached from the stated intent. It is true that the United States should make long-term investments in “leap-ahead” technologies like artificial intelligence (AI) but doing so to the detriment of existing capabilities invites unnecessary danger.
Prioritizing Capabilities

To align limited means with the ambitious ends of U.S. national security objectives, the next NDS must identify and prioritize the military capabilities that matter most at the expense of those less critical. While there is a tendency to talk about prioritizing certain services and breaking the roughly even distribution of resources amongst them, service budget shares must be an output, not an input, of the strategy process. It is important to remember that the NDS document itself can only “inform” the sprawling bureaucratic process by which Pentagon budget requests are built. Funding, of course, is authorized and appropriated by Congress.

What the NDS can and should do is explicitly identify which capabilities contribute most to the strategy’s primary objectives, or are most sorely lacking, and declare them to be the priorities. This is one area where the 2018 NDS fell short. Having identified great-power competition as the “central challenge,” the document failed to identify what capabilities and capacities were most relevant and important. Like “transformation” in the 2000s, great-power competition could be—and was—used to justify almost anything the services wanted to include or retain in their budgets.

An official identification of what capabilities are most important to the NDS will help clarify the alignment of resources with strategy. Those priority capabilities will depend on other choices made by the NDS. If the NDS is focused, as we recommend, on deterring aggression by China and Russia in the near- to mid-term, some capabilities that seem particularly important are those that we have taken to calling the “six S’es.”

- Secure second-strike capabilities to maintain a stable nuclear deterrent.
- Surveillance systems to maintain situational awareness and provide targeting.
- Strike systems to hold enemy targets at risk conventionally from long range.
- Submarines to deny adversaries control of the seas.
- Special operations forces to conduct small-footprint ground operations.
- Space capabilities to protect U.S. interests in an increasingly contested domain.

Of course, NDS pronouncements will not magically reshape the Pentagon budget overnight. The devil will remain in the implementation details. But a clear list of priority capabilities will help the Office of the Secretary of Defense and the White House bend subsequent iterations of the sprawling Pentagon budget process to their will. Some details may be reserved for the internal, often classified, force planning guidance documents that typically accompany the Pentagon’s strategy reviews, but it is important that the priorities be communicated to Congress and the American people so that they can better understand what needs to be done.

In all likelihood, any deviation from “fair” budget shares and current priorities will be opposed by the services and communities most adversely impacted, along with their allies in Congress. Rather than fighting the prioritization, those that stand to lose should adapt to provide what is most critically needed. The Marine Corps offers a good example of what should be done. The service is explicitly trading in its tanks, artillery, and military police units in favor of capabilities like anti-ship missiles that are of greater utility in deterring China. Leaders can incentivize such behavior by rewarding it in the resource allocation process. While “jointness” has provided many benefits, renewed competition among the services to provide the best and most cost-effective “ways” of achieving strategic objectives will ensure the best use of limited resources.

Partnering with Industry

Increased focus on strategic resourcing between the services must also be matched with better strategic utilization of industry. Since the end of the Second World War, the United States has partnered with private industry to deter conflict by creating military advantage through extremely sophisticated warfighting systems that offset numerically superior adversaries. However, technical advancements from peer rivals, such as China and Russia, and an increasingly constrained budget environment make staying ahead continuously more difficult. To meet this challenge, the DoD will need to make hard choices in how it chooses to engage and support industry.
Success in future conflict depends on systems featuring engineering and technology that are dramatically more complex than in the past. For example, the number of parts in a World War II-era aircraft would typically be fewer than 10,000. Today, they can number in the many millions. Further, the lines of software code required to run these systems have grown exponentially.

Due to the growing cost and time required to field capabilities of such complexity, and the constrained budget and timeframe available to develop them in, the DoD must take a more considered approach with how it engages industry.

This starts with improving its ability to internally prioritize and externally articulate needed capabilities and requirements. For example, recent efforts to create grand new joint warfighting concepts built on a foundation of embedded-AI, autonomous assets, and highly integrated Joint All-Domain Command and Control (JADC2) are promising, but have all too often failed to descend from the realm of buzzwords and philosophy. Disagreement between the services, within DoD, and with Congress have resulted in development requirements drifting wildly, with uncertainty surrounding whether actual government funding will ever materialize. This has created great difficulty for private industry to invest in and actually engineer such capabilities.

As the DoD continues to invest in force modernization, it should bring greater focus to “real” capabilities that can both generate deterrence in the near-term and present strong candidates for future evolution. The new administration has shown some eagerness to shift investment from procurement to “leap-ahead” Science & Technology (S&T) projects. While such investments may help ensure deterrence in future decades, the administration should renew consideration of how it might make best use of recently matured programs and capabilities which are only now becoming battlefield ready after decades of development. To ensure investments in capabilities like JADC2 result in real capability, we should ensure they are rooted to our core platforms and warfighting systems either already in or entering inventory.
In addition, uncertainty for private industry extends beyond program requirements to include the actual future regulatory and business environment within which industry must operate. The defense industry, like other industries, is in the midst of modernizing with integrated supply chains and next generation “Industry 4.0” digital development tools. These initiatives—such as developing easy to upgrade modular systems within digital environments—can bring a step-change in cost reduction and speed-of-delivery. These efforts require heavy investment and risk-taking from industry, but could bring the DoD closer to its long-held goal of development programs that run more akin to those in Silicon Valley.

To securely make these investments, industry must have confidence that they will be allowed to benefit accordingly. If industry is expected to deliver outcomes at the level of speed and sophistication of the tech sector, it must also be allowed to act something like the tech sector. That may require the DoD to accept a more accommodating stance towards regulation, intellectual property rights, and vertical integration as industry supports the development of capabilities critical to the next NDS.

Closing Recommendations

The next NDS will need to demonstrate discipline in direction. It must guide the modernization of a joint force that leverages recently matured technologies, developed with decades of investment, to field real capabilities. In particular, the focus of these capabilities should lie in the “six S’es,” areas critical to providing flexibility in our deterrence against peer adversaries. Finally, the department should approach industry with both clearer requirements and an open mind to industry-led creative approaches to improving speed, cost-efficiency, and innovation.

Disclaimer: The views expressed in this paper are those of the authors and do not reflect the official policy or position of any specific Aerospace and Defense company, the Department of the Navy, the Department of Defense, or the U.S. Government.
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Xi Jinping has remade Chinese policy—both foreign and domestic—and now assertively exploits the American people and, in effect, the U.S.-led order.¹ Given this increased assertiveness and Xi’s newfound ability to rule China without end,² the Biden administration must wholly remake the U.S.-China relationship if realizing a foreign policy for the American people is the administration’s goal. But, the present approach defined by competition, collaboration, and adversarial relations is only a partial remaking and necessarily doomed to the same ill results of Biden’s predecessors.³,⁴ These three words hold out hope that the U.S. and China can cooperate. This hope is not warranted any longer.

The Biden administration must end China’s post-Cold War era of exploitation and expansionism, which has reached a pinnacle under Xi, to realize a foreign policy for the American people. Doing so will be diplomatically and economically challenging. But it is feasible if pursued through gradual decoupling that provides opportunities for Xi to reevaluate his present policies—unlikely as doing so may be—and opportunities for Japan, Australia, and other hesitant U.S. partners to likewise decouple in coordination. In short, the Biden administration must fully reset the U.S.-China relationship behind a different combination of words, CTRL+ALT+DELETE, and empower its partners and allies to do the same.

Neither scholarly treatments of cooperation nor U.S.-China relations under Xi support investing any further hope towards working with China. Robert Axelrod’s The Evolution of Cooperation⁵ is among the most well-read in international relations on cooperation. Axelrod explains self-interested actors realize the best outcomes when using a “tit-for-tat” strategy. Tit-for-tat is simple. In a repeated bilateral engagement, Player A offers cooperation to Player B until Player B decides against cooperation. That is, to defect. Player A then reciprocates Player B’s prior decisions. If Player B continues defecting, so does Player A. If Player B returns to cooperating, so does Player A. In the context of U.S.-China relations under Xi, neither practices tit-for-tat, nor is switching to tit-for-tat feasible for domestic reasons.

In Axelrod’s language, Xi uses a “revised downing” strategy. Revised downing assumes one’s counterpart is responsive to defections initially. In subsequent engagements, revised downing predicts whether one’s counterpart is paying attention, or we would say is resolved to punish cheating, and chooses cooperation or defection accordingly. Suppose the U.S. fails to punish Xi’s defections—e.g., stealing intellectual property⁶ or contravening WTO rules⁷—because it believes doing so will further U.S.-China interdependence and one day align China’s interests behind those of the U.S. In that case, revised downing has Xi continue defecting. But, only for as long as Xi thinks the U.S. will continue overlooking his defections.

That Xi would use revised downing is unsurprising. Revised downing is consistent with a core Sun Tzuian principle: know the enemy and know yourself; in a hundred battles, you will never be defeated.⁸ Until the Trump and now Biden administration, the U.S. has not used a strategy that meaningfully punishes defections, let alone one identified by Axelrod. If any, the U.S. used a strategy best described in Axelrod-ian language as “always cooperate.” In no shocker, the results have not been good for the U.S.

In recent examples, Xi’s commitments to halting intellectual property theft, curbing climate change, and uncovering COVID-19’s origins all demonstrate the revised downing strategy in action. Initially, allegedly beneficial cooperative commitments to action under careful, resolved U.S. scrutiny are present in each example. So, too, is self-serving defection that has gone largely unchallenged by the U.S. or only feebly checked until the Trump administration.

Under then-President Obama, Xi committed to combating intellectual property theft in 2015.⁹,¹⁰ Since that time, China remains the world’s principal infringer of intellectual property,¹¹ and Chinese actors have repeatedly made headlines for as much.¹² Also, under Obama, Xi agreed to limit China’s carbon dioxide emissions in 2014 and joined the
Paris Agreement in 2015—China’s first such commitments. Unfortunately, China again defected, notably by censuring and obscuring data on Chinese pollution, failing to produce a national plan for emissions, and building new highly polluting coal-fired power plants in China and abroad. All the while, senior Chinese leadership espoused the “right to emit...is a basic human right.” Recent efforts to uncover the origins of the COVID-19 virus may already be unfolding similarly, but only time will tell. Xi committed to the initial World Health Organization investigation into COVID-19’s origins, but China subsequently defected from a proposed follow-up phase in response to criticisms of the first. Not to mention, Xi moved quickly to economically coerce Australia after calling for an international inquiry into the virus’s origins. At this point, faulting Xi is difficult; his defections are a product of his environment. The Obama administration seldom, if ever, confronted Xi as Axelrod’s discussion of revised downing would prescribe. The Trump administration began to do so but largely plateaued. Now, the Biden administration risks similar mistakes.

The question is what to do next if realizing a foreign policy for the American people is the Biden administration’s goal. U.S.-China destiny is not cooperation under Xi. Cooperation requires follow-through on commitments and reciprocity. Rather than cooperation, Xi exploits the rules-based order where doing so enriches, empowers, and entrenches China at others’ expense. This suggestion is not to say the two are destined for war either—much as the absence of frequent cooperation did not destine the U.S. and the Soviet Union for war as history has revealed. To continue hoping otherwise will result in a foreign policy sure to fail the American people. Avoiding this outcome will require a complete reset of U.S. policy towards China behind three lines of effort that challenge Xi’s exploitative, non-cooperative tendencies. The first is controlling the narrative surrounding China’s position in world affairs. The second is providing alternatives to China’s economic overtures. Lastly, the third is deleting interdependence with China.

Xi fancies China an inevitable power. The U.S. must make greater efforts to counter this narrative. Least of all, because waging a strategic competition requires doing so, but most of all, failing to do so risks leaving the American population to believe China is inevitable. In reality, the U.S. was simultaneously unable to integrate China into the liberal order, yet enabled China’s meteoric rise. As such, China’s continued rise is not inevitable, and the U.S. may stymie Xi by using the order’s enforcement mechanisms to punish his deviance or even working to exclude China from that order. To this effect, the Biden administration must make forceful public statements to foster the perception the U.S. empowers. Still, the U.S. also adapts—and the U.S. will be adapting to expose China’s narrative, counter its patterns of exploitation and breach of commitments, and restore Americans’ confidence that U.S. foreign policy, and the liberal order, serve U.S. interests.

Controlling the narrative should be divided into two steps: words and actions. The Biden administration must begin broadcasting the words as soon as possible via diplomatic and media engagements. The actions, though, must be coordinated given hesitant domestic and foreign audiences and implemented gradually. Doing so gradually has two benefits: the Biden administration avoids inadvertently isolating the U.S. rather than China, and the U.S. provides Xi an off-ramp to act in a verifiable capacity on issues of global, regional, or partner-specific importance—even if Xi is unlikely to take such an off-ramp. Still, the Biden administration would demonstrate its actions are about more than U.S.-China interactions even if the U.S. stands to benefit significantly.

Stymieing Xi will require empowering others to do so, and others will require alternative goods and services from the U.S. if they are to shun China. Nowhere is this more imperative for the U.S. to appreciate than as it concerns the Belt and Road Initiative (BRI). Xi has chosen to exploit the developing world by funding and investing through the BRI where and how the West has quit, most notably in developing controversial infrastructure projects such as the Lower Sesan 2 Dam in Cambodia, Hambantota Port in Sri Lanka, Ethiopia’s Addis Ababa-Djibouti Railway, or Gwadar Port inside U.S. partner Pakistan. The 2019 creation of the U.S. International Development Finance Corporation is a start towards providing an alternative to the BRI. However, it only requested $1.7 billion in programming funds for the 2022 fiscal year. Likewise, the G-7’s Build Back Better World initiative is also an alternative to the BRI but is only conceptual. What the Biden administration must remember is Xi has already spent an estimated $3.7 trillion on the BRI, and any alternative to it must work for the American people somehow through conditionality—a common if economically maligned, but politically expedient practice in development aid.
Providing alternative goods and services is necessary to enable the U.S. and partners to delete interdependence with Xi’s China, sometimes called “decoupling.” Xi has smartly realized one of the fastest ways to exploit and unwind the liberal order is to leverage the desirability of accessing China’s domestic market and low production costs. By tightly controlling the terms on which foreign corporations access Chinese consumers and workers, Xi can bind others to China’s values and interests—turning U.S.-based and other foreign organizations into de facto instruments of the Chinese Communist Party (CCP). A foreign policy for the American people must sever these binds, albeit gradually and strategically.

Conflicting surveys question the American people’s appetite for as much, yet do not rule out the appeal of doing so. The Chicago Council on Global Affairs found a plurality of support for increasing tariffs on Chinese imports (55 percent) and reducing U.S.-China trade (54 percent). Likewise, a 2020 Pew Research poll found that 73 percent of Americans viewed China negatively. The Center for Strategic & International Studies meanwhile found 20 percent of Americans wish to “end substantially” U.S.-China trade relations, and an equivalent 20 percent of U.S., European, and Asian “thought leaders” were in favor of doing just that. To bring support along, the Biden administration should prioritize aggressively selling the benefits of doing so to domestic and foreign audiences jointly, first, in sectors where more support already exists and, second, by pursuing initiatives to offset losses incurred by the negatively affected. To mitigate these disruptions, the U.S. must seek to offset the burden of decoupling by otherwise incentivizing a turn away from China and toward areas within the U.S. needing revitalization, at best, or towards other members of the liberal order, at minimum. In effect, the Biden administration should incentivize each corporation’s departure from China and turn exits from China into the next “Amazon HQ” competition. Third, the Biden administration should cautiously share the dangers of failing to do so where recent supply chain bottlenecks evidence the minimum risk. The maximum risk is Xi’s unchecked exploitation continues feeding unchecked economic and military assertiveness leading to open conflict. In that case, hurried and unplanned separation would play out either on Xi’s terms amidst economic coercion or amidst violence over Taiwan, the South China Sea, or any number of disputed territorial claims in Asia. Deleting interdependence will undoubtedly result in near-term economic disruptions. But mitigating these costs is not impossible, and decoupling is necessary to free states and organizations from the CCP’s grasp.

The Biden administration is right to recast the U.S.-China relationship to pursue a foreign policy for the American people. However, the current effort does not go far enough. It is necessarily doomed to disappoint unless the U.S. abandons any pretense that it can realize mutually beneficial cooperation with China under Xi. Such an outcome is neither academically probable, nor probable based upon U.S.-China relations since Xi’s rise to power. Moving forward, the U.S. ought to pursue a complete, not partial, reset of its relationship with China. Closing out the relationship with China will necessarily be difficult in the near term, but hitting ALT + F4 is nonetheless doable if the U.S. acts smartly to control the narrative, provide alternatives, and delete interdependence.
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FOREIGN STEM TALENT IS THE KEY TO FUTURE U.S. COMPETITIVENESS

Helen Toner

U.S. technological leadership in the second half of the twentieth century did not derive only from federal government investments in research and development, nor from the relatively large and well-educated U.S. population. What really gave the United States an edge was the uniquely high proportion of the world’s best STEM talent that chose to make this country their home, drawn by America’s political freedoms, high standard of living, world-leading research universities, and favorable corporate environment. Scratch the surface of any major U.S. technological achievement and you will find immigrants involved. Since 1901, almost half of the world’s Nobel Laureates have been U.S.-based scientists, about 10 times more than the size alone of the U.S. population would predict; in turn, immigrants represent a third of the U.S.-based laureates, also a disproportionately large share. Immigrants are even more over-represented among successful entrepreneurs: more than half of U.S. startups valued at over $1 billion have an immigrant founder, as do more than half of the Forbes 2019 list of “most promising” artificial intelligence startups.

In other words, for much of the twentieth century the combination of U.S. homegrown talent and highly-skilled immigrants added up to a significant scientific and technological advantage for the United States. This advantage is now eroding. As technological competition with China heats up, the United States must recognize high-skill immigration as the core national security issue that it is.

China, long home to the world’s largest population but lacking economic and educational clout, has now come into its own as a technological power. Leveraging science and technology to boost national power has long been a major component of Chinese government planning documents, and in the 2010s these efforts began to bear fruit. Many of China’s flashier achievements, including high-speed rail, monkey cloning, and 5G dominance, have drawn international attention. At least as important, however, is the underlying infrastructure that has powered these achievements, such as its increasingly capable education system.

China has made and continues to make major, sustained investments in its education system, including in higher education. The result is that China now vastly outproduces the U.S. in STEM graduates each year at the bachelor’s, master’s, and doctorate levels (Figure 1). The rise of high-end doctorate education, and its associated R&D, is the result of deliberate actions by the Chinese government. For example, at the government’s behest, more than 1,300 new PhD programs were created between 2003 and 2007, producing a spurt of new home-grown Chinese research scientists. Higher education spending by the Chinese Ministry of Education roughly doubled in the years between 2012 and 2021, supporting a large increase in enrollments. Figure 1c combines data on current enrollment patterns with historical graduation rates to project how this will lead to another huge increase in STEM PhD graduates by 2025.
What these charts make clear, in addition to the success of Chinese educational reforms, is how indispensable foreign STEM graduates are for the United States. Improving U.S. domestic education is often raised as an alternative to increasing high-skill immigration. These charts make plain how untenable that strategy is. Make no mistake: building a modern, equitable education system for American-born students is an urgent priority. But no matter how highly we prioritize education reforms, or how successfully we improve outcomes for domestic students, this alone cannot compensate for the U.S.-China discrepancy in STEM talent. This should not be a surprise: China’s population is more than four times larger than the United States’, and it still has room to grow before it reaches U.S. per capita education levels. It is inescapable that as the Chinese education system grows and matures enough to provide opportunities to Chinese students, the United States will only be able to keep up by drawing talent from all around the globe.

Fortunately, the United States is in the enviable position of being a highly desirable destination for top scientists and engineers. Surveys show that around 60 percent of international scientists say they would consider moving to the United States, versus only around 10 percent who would consider China. Immigrants are drawn by the political freedoms and high standard of living enjoyed by U.S. residents, as well as by the prospect of joining world-leading research groups at U.S. universities and working for (or starting) innovative U.S. companies. What’s more, China recognizes this dynamic as a major threat to its technological plans: complaining, for instance, that “the number of top talents lost in China ranks first in the world.”

Against this backdrop, current U.S. immigration policies amount to shooting ourselves in the foot. Numerical caps, unclear requirements, increasingly lengthy processing times, and other problems are both a barrier and a deterrent to top STEM talent deciding to move to the United States. With countries such as Canada and the United Kingdom revising immigration rules to better attract these immigrants, it becomes even more urgent for the United States to keep up.

High-skill immigration has been in political stalemate for decades, with both parties agreeing it is valuable to the United States, but holding the issue hostage to immigration reforms with less bipartisan consensus. This approach was always questionable, but now that it is clear how important STEM talent is for technological competition with China, further inaction is unconscionable. Although executive authority can make some changes, congressional...
action is required to achieve reforms of the scale necessary to meet the challenge at hand. At the time of writing, the reconciliation bill moving through Congress contains provisions that would meaningfully ease the barriers to STEM talent staying in the United States. If passed, these measures should be seen not only as an enormous economic boon, but also as a major national security victory. If, on the other hand, these provisions are watered down or dropped, then seeking alternate avenues to exempt STEM advanced degree holders from green card caps, create a statutory student-to-worker visa pathway, or otherwise ease the process of coming to—and staying in—the United States must become a major priority. The options are many; what is lacking is a broad acknowledgment of the urgency of the problem, particularly in Congress.

Washington already understands the critical role of science and technology in strategic competition with China. Bills such as the United States Innovation and Competition Act would provide a needed boost to research funding, research security, and other areas. But if these initiatives neglect the vital part played by human capital—and fail to fix long-standing problems with U.S. STEM immigration policy—other measures will be in vain.

Helen Toner is Director of Strategy at Georgetown University’s Center for Security and Emerging Technology (CSET).
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Countering Partisanship and Threat Inflation in U.S.-China Policy

Rachel Myrick, Catherine Eng, and Zoe Weinberg

In Congress, U.S.-China policy is often perceived as an area that unifies Republican and Democratic legislators. Commentators note that policymakers “sound shockingly similar” when discussing how the United States should respond to a rising China. And despite major differences on almost all other areas of foreign and domestic policy, the Biden administration has maintained much continuity with Trump-era China policy.

Yet with congressional polarization at its highest levels since the late nineteenth century, salient foreign policy issues—including U.S.-China policy—will eventually be subsumed by the partisan divide. Legislators will face partisan pressures to inflate the threat posed to the United States by China. In turn, politicians will have incentives to weaponize the China threat by discrediting their opponents for being “soft on China” and portraying themselves as “tough on China.” These deliberately vague phrases hold little meaning when considering the multidimensional nature of the China challenge that includes military competition, trade, human rights, and technology policy, where “toughness” does not correspond neatly to progressive or conservative politics.

Such extreme partisanship makes it increasingly difficult for Congress and the White House to craft pragmatic China policy. In an era where competition with China is one of the most complex and contentious challenges to the United States, theatrical posturing will not lead to thoughtful or nuanced policymaking. While bold and decisive action may be warranted in some instances, competition with China requires complex strategy, carefully tailored for each dimension of the bilateral relationship. As Secretary of State Antony Blinken explained, U.S. policy towards China should be “competitive when it should be, collaborative when it can be, [and] adversarial when it must be.” Politicizing the China threat is the quickest way to dismiss that complexity, resulting in unduly reckless policymaking.

To preempt partisanship in U.S.-China relations, the United States should focus on restoring its own strengths rather than stoking the China threat. Such a strategy will best prepare the country for a range of potential outcomes with Beijing—irrespective of whether the relationship becomes more adversarial in the future. There are also potential areas for bipartisan cooperation, including human rights and technological competition.

Partisanship and the China Threat

In recent years, American rhetoric regarding the China threat has become increasingly hostile. In some respects, this shift in discourse appears bipartisan. Prior to the 2020 presidential election, Democratic presidential candidates adopted the Trump administration’s hawkish rhetoric around China. Then-candidate Joe Biden’s rhetoric shifted dramatically in 2020 as he urged the United States to “get tough with China.”

Once in office, President Biden’s China policy deviated from the previous administration in a few ways. For one, Biden rejected Donald Trump’s “America First” framework in favor of a multilateral approach to confronting China. The administration also took a tough stance on China’s human rights abuses, officially labeling China’s repression of Uyghur Muslims in Xinjiang a “genocide.” Overall, however, Biden’s China policy closely resembles Trump’s. Like his predecessor, Biden has continued to criticize Chinese leadership, expand U.S. relations with Taiwan, and maintain many Trump-era tariffs.
On Capitol Hill, China rhetoric is growing progressively incendiary. According to a search conducted through Quorum, in the past two years, legislators have been increasingly likely to invoke the “China threat.” For example, Senator Mitt Romney (R-UT) spoke of China as a “perilous threat” under a headline decrying China as an “existential threat.” Representative Mike Waltz (R-FL) described China as “the biggest existential threat the nation has ever faced.”

As the hostility between Beijing and Washington grows, policymakers are beginning to weaponize the issue, labeling political opponents as “soft on China.” In the summer of 2021, for instance, Senator Ted Cruz (R-TX) tweeted: “Biden is weak on China. And appeasement never works.” Amidst this trend, some experts argue that a “China litmus test” is emerging in Congress. Some Senators have indicated they would withhold support for administration nominees who are not sufficiently aligned on confronting China.

Public opinion polls foreshadow a similar dynamic among the American public. Polling shows that Republicans and Democrats are more likely than ever to view China in a negative light in 2021 relative to years past. However, these attitudes are also highly susceptible to politicization. To demonstrate this, Duke University conducted an original survey on a nationally representative sample of 1,000 American adults in October 2020, directly before the 2020 presidential election. Half the respondents were told to imagine a hypothetical scenario in which Biden won the election while the other half were told to imagine a situation in which Trump won. Both sets of respondents were informed that “despite all the tough talk,” the respective presidential candidate would be “soft on China if elected.” We then asked how respondents thought the United States should approach China policy.

The key finding from the survey was that both Republicans and Democrats were most likely to express hostility towards China when told the candidate from the opposing party was “soft on China.” In other words, the easiest way to stoke anti-China sentiment was to frame the opposing party as weak on China. The survey demonstrated that partisan pressures to inflate the China threat may generate further polarization.

### The Risks of Weaponization

The Chinese Communist Party has proven itself to be a repressive regime. Its actions abroad—including trade practices, cyber espionage, human rights abuses, and theft of intellectual property—jeopardize many American values and national interests. However, the hyperbolic rhetoric of Congress is becoming dangerously counterproductive and risks manifesting in four negative consequences.

First, labeling China an “existential threat” is hardly suited to accurately describing the nature of the challenge. Recent invocations of a “new Cold War” with China echo past Manichean attempts to galvanize the public against a clear villain: a communist threat, an “Axis of Evil,” or the specter of transnational terrorism. Policymakers would do well to avoid such references given both the limitations of the analogy and evidence suggesting foreign threats are not always likely to unite the country.

Second, exaggerated narratives stoke xenophobic sentiment and warp domestic public opinion in both countries, all while doing little to contain China’s ambitions. In 2021, leaders of the Congressional Asian Pacific American Caucus and over sixty activist groups warned policymakers to refrain from “xenophobic rhetoric” and to speak more responsibly about U.S.-China relations to prevent escalation of anti-Asian sentiment.

Third, linking foreign policy with extreme rhetoric constrains Washington’s flexibility in recalibrating its relationship with Beijing. Inflammatory statements hamper the administration’s ability to pursue constructive policies to confront China, a country with whom the United States still needs to cooperate on transnational issues. American officials should be unrestricted in making balanced risk calculations from a dispassionate standing in accordance with American objectives.

Finally, overheated, partisan rhetoric diverts attention from opportunities for bipartisan legislation that would increase American competitiveness. The specter of China’s rise could be a powerful motivator for political action. However, American efforts should be channeled towards strengthening domestic capabilities rather than stoking an adversarial relationship with Beijing.
Towards a More Bipartisan U.S.-China Policy

While the China threat is multifaceted, four areas tend to dominate the political dialogue—trade, military competition, human rights, and technology competition. Each has its own constituency on Capitol Hill, and some inspire greater division than others. Trade and military competition are most at risk of politicization given relevant stakeholders inside and outside of government. By contrast, human rights and technology competition provide more promising avenues for bipartisan cooperation.

The issue of trade with China galvanized the American business community, which collectively has $124 billion in direct investments in China. Companies have pressed the Biden administration to lift tariffs on Chinese goods and demanded clarity about its Beijing economic agenda. While unraveling tariffs would provide price relief to Americans, it would also likely open the administration to Republican criticism that Biden is “soft” on China.

Positions on military competition and the defense budget with respect to China are also likely to be politicized. For example, Republicans in Congress advocated for Biden to increase defense spending to 3-5 percent above inflation to compete with China. House Armed Services Committee Republicans called on the administration to “reject demands from many on the left to cut or freeze defense spending.”

Other less politicized issues reflect core American values and interests. Human rights is one area of global moral leadership, and technology development is critical for ensuring American security in competing with Beijing. Legislation responding to human rights abuses in China has remained relatively bipartisan. The Uyghur Forced Labor Prevention Act, which bans imports from China’s Xinjiang region unless firms prove they are not made with forced labor, unanimously passed the House and Senate in December 2021. The same week, the Biden administration called for an economic and diplomatic boycott of the 2022 Beijing Olympics to protest what the administration calls an “ongoing genocide and crimes against humanity in Xinjiang.”

At a time when America’s international reputation has taken a hit, placing core values above profits could help restore America’s global standing as it seeks to rebuild relationships with allies to counter a rising China. As House Speaker Nancy Pelosi remarked, “If we do not speak out for human rights in China because of commercial or economic ties, we lose all moral authority to speak out against human rights violations anywhere in the world.”

Similarly, technology competition with China is a rare topic of relative consensus for legislators. In June 2021, the Senate passed the U.S. Innovation and Competition Act (USICA). The $250 billion bill aims to counter China’s technological ambitions, investing in areas such as semiconductor research, design, and manufacturing, and an overhaul of the National Science Foundation. The bill passed 68-32 in the Senate, reflecting its broad support across party lines.

Other examples of successful bipartisan efforts related to technology and national security abound. The bipartisan Artificial Intelligence Caucuses in the House and Senate have drawn attention to the security risks of AI. These caucuses were critical in the creation of the National Security Commission on Artificial Intelligence and similar efforts to counter China.

Domestic investments to maintain American competitiveness are increasingly viewed as the best option. Attempts to stonewall or limit the development of China’s tech-powered economy are unlikely to be successful. And the Chinese and American economies are too intertwined—China remains one of the largest trading partners of the United States—to withstand effective sanctions. American industries are also heavily dependent on Taiwan’s semiconductor industry, meaning that the U.S. likely needs to avoid directly provoking China, which could prompt aggression toward Taiwan.

Now more than ever, legislators should cooperate to ensure American competitiveness for the future. The Trump administration’s policies did little to spur America’s technological edge. The United States underinvested in research and development and failed to implement proactive technological security measures. China benefits from key asymmetric advantages in the technology competition, including favorable demographics and population size, and its prioritization of science and technology. Moreover, Beijing enjoys a permissive regulatory environment and close coordination between the public and private sectors.
In spite of these dynamics, the United States continues to attract the best talent with one of the most vibrant innovation ecosystems in the world. In 2020-21, over 300,000 Chinese students studied in American universities, making China the top sender of international students to the United States. Policymakers must overcome partisan differences and remember these core advantages to prioritize investment in critical technologies. These include key inputs like semiconductors, data-driven innovations in artificial intelligence, digital currencies and Web 3.0, and platform technologies that underlie and enable other technologies. Focusing on technology policy could allow congressional leaders to set aside inflammatory partisan rhetoric and make tangible progress for the sake of American security.

**Conclusion**

While U.S.-China relations are generally perceived as an area of bipartisan cooperation, the current political climate threatens to undermine agreement across party lines. Instead, extreme partisanship within Congress will lead legislators to weaponize the China threat as a political tactic. Reductionist accusations of being “soft on China” neglect the nuance and complexity of the U.S.-China relationship. These accusations also obscure areas of common ground which could unite both parties.

Pragmatic policy on issues—including human rights and technology competition—requires level-headedness and substantive debate. Empty partisan rhetoric will not get us there. To shape the future of American leadership internationally, policymakers must craft a thoughtful and robust agenda that cements our technological edge and our moral red lines. Legislators must put politics aside and take account of the nuances and complexities of the U.S.-China relationship. Long-term American success depends on it.
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Deterring Cyberattacks from Russia and China in the Era of Digital Great Power Competition

Alyza Sebenius and Brittany Carter

When President Joe Biden took office, the new administration’s cyber team had its work cut out. A month earlier, in December 2020, a cybersecurity company had discovered a sprawling attack on the United States of America, in which Russian hackers compromised widely-used SolarWinds software, delivering malicious software updates to as many as 18,000 software users, and breaking into 100 American companies as well as nine American agencies. The breach of the federal government through SolarWinds’ software was a widespread and sophisticated hacking campaign that prompted changes to policy and operations in a heightened effort to rid foreign entities from federal networks. But the task of removing Russian hackers from federal networks was only the beginning for the new administration. In a separate cyber campaign discovered in March, Chinese attackers exploited vulnerabilities in Microsoft’s Exchange Server for email to hack tens of thousands of organizations.

These incidents were anything but isolated. Cyberattacks by adversaries, competitors, and criminals have been, for years, an all-too common feature of the American digital landscape. Importantly, however, the recent attacks also serve as a reminder that the renewed great power competition that the United States faces with China and Russia has a critical cyber dimension. While it is clear that deterring attacks on American networks is crucial to addressing China’s rise and Russia’s renewed aggression, viewing the cyber threat in terms of great power competition may also provide a mechanism for bridging the partisan divide in order to legislate and govern in a manner that protects American networks.

The intelligence community has been clear on the cyber threat posed by these powers. “China’s cyber pursuits and proliferation of related technologies increase the threats of cyberattacks against the U.S. homeland, suppression of U.S. web content that Beijing views as threatening to its internal ideological control, and the expansion of technology-driven authoritarianism around the world,” Biden’s Director of National Intelligence (DNI) Avril Haines wrote in April. “Moscow will continue to employ a variety of tactics this year meant to undermine U.S. influence, develop new international norms and partnerships, divide Western countries and weaken Western alliances, and demonstrate Russia’s ability to shape global events as a major player in a new multipolar international order.” This assessment echoed President Donald Trump’s DNI Daniel Coats who wrote in 2019 that “at present, China and Russia pose the greatest espionage and cyberattack threats.”

While recent administrations have been significantly divided on many ideological and national security issues, these assessments nevertheless reflect intelligence consensus on the contours of the cyber threat. Even so, cyber has been a politically charged topic: after the American intelligence community found that Russia interfered in the 2016 election to Donald Trump’s benefit and to Hillary Clinton’s detriment, President Trump cast doubt on the finding. In the wake of Russia’s election meddling and the domestic fallout in America, protecting U.S. elections became a key–and politically fraught–cybersecurity priority. However, zooming out and reframing American cybersecurity in terms of broader geopolitical threats to the homeland can be both a source of common ground for politically divided Americans as well as a strategically beneficial vantage point from which to approach the growing cyber threat.

In order to come together to combat the cyber threat, law and policy makers should approach the defense, deterrence, and retaliation against Russia and China in cyberspace through the lens of great power competition. This is a promising strategy given that there is already a consensus in Washington that great power competition is once again defining America’s role in the world.
Both of the recent administrations have described this reality in their national security strategies. “China and Russia want to shape a world antithetical to U.S. values and interests,” the Trump administration wrote in its 2017 National Security Strategy. It went on to warn that the two countries “are contesting our geopolitical advantages and trying to change the international order in their favor.” Correspondingly, the Biden administration’s interim National Security Strategic Guidance, published in March 2021, described challenges posed by “an increasingly assertive China and destabilizing Russia.” The following month, the White House elaborated on a call with reporters: “The past two administrations chose to focus on what they saw as the predominant national security challenges facing the country: transnational threats in one instance, and great power competition in the other,” a Biden official explained. “Our view is that we don’t have that luxury to choose between those challenges.”

In Congress, efforts to frame the cyber threats from Russia and China in terms of great power competition—coupling the commonalities in understanding the threat posed by their hackers and elements of shared understanding on the geopolitical threat posed by the two countries—have been productive. For example, the Cyberspace Solarium Commission, a bipartisan group of lawmakers, intelligence officials, and others, published a 2020 report that sought to find a “consensus” on how the United States should strategically defend itself from major cyberattacks. Many of its recommendations—which ranged from government reorganization, to setting international norms, and building collaboration among the public and private sector—have been implemented, including through legislation and executive order. With respect to Russia and China, the commission framed the issue in terms of the broader geopolitical struggle: “Great powers like China and Russia use cyber operations to enable their warfighting capabilities, advance their interests short of armed conflict, and undermine American economic strength, political will, and military might.”

To be sure, the cyber threat transcends Russia and China. The United States has suffered significant cyberattacks from North Korea, Iran, and non-state actors. In a vivid example of the power of cybercriminals, Russian-based criminals conducted a ransomware attack on Colonial Pipeline last year, raising gas prices as it caused fuel shortages along the East Coast of the U.S.

Yet, the intelligence community has made it clear that Russia and China are the prevailing priorities and that the U.S. will not be safe until these countries are convinced that the benefits of attacking American infrastructure are not worth the costs. This means a combination of network defense, imposing costs on bad actors, and a concerted bipartisan effort to integrate the U.S. cyber strategy into its renewed approach to great power competition. Reframing the cybersecurity competition with Russia and China in terms of great power competition will allow the United States to sidestep partisan differences. Furthermore, it may also be a unifying first step that leads to a greater strategic emphasis on American defense, deterrence, and retaliation in cyberspace.
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The Brewing Crisis in the Arctic

James Di Pane and Joshua Wofford

The United States has a number of economic and strategic interests in the Arctic, which are challenging to defend given the remoteness, harsh environmental conditions, and lack of American infrastructure in the region. Since acquiring Alaska in 1867, the United States has had territory above the Arctic Circle and a hand in influencing Arctic policy as a sovereign member of the Arctic Council, a group of eight nations that have territorial claims on natural resources in the Arctic.

Protecting these natural resources and maintaining relevance and influence in the region is imperative, especially as dramatic changes in ice conditions over the past few decades have created massive opportunities for the shipping industry to reduce transit distances by thousands of miles and enabled commercial entities to harvest previously inaccessible natural resources. As economic interests heat up in the Arctic, there is increasing evidence that the era of great power competition is shifting north, as both Russia and China increase their presence in the region, take actions to regulate the shipping lanes, and search for ways to capitalize on Arctic resources.

To put the scale of U.S. interests into context, the territory and resources at stake are far from trivial. The U.S. controls over 1 million square miles of territorial waters and Exclusive Economic Zone (EEZ) above the Arctic Circle. Within that territory, there is an estimated $3 billion worth of seafood in the Alaska industry, $1 trillion worth of rare earth minerals, approximately 90 billion barrels of undiscovered oil reserves, and 30 percent of the world’s undiscovered natural gas. Additionally, shifting ice conditions have created opportunities for greater economic access to this region, opening shipping lanes and prompting an increase in adventure tourism. As the sea ice continues to melt, these opportunities have the potential to greatly increase the risk of maritime and environmental disasters in areas that are difficult to reach with conventional Coast Guard cutters. Lack of access and delayed response to such incidents could prove catastrophic to the region’s wildlife, indigenous peoples, and fragile ecosystem that plays a key role in regulating the world’s climate.

While the U.S. has military assets that patrol above the Arctic Circle, most of the coverage takes the form of Air Force aircraft and Navy submarines. U.S. Naval vessels that could be diverted to this mission are not capable of breaking ice and are not properly suited to fulfill federally mandated missions that are badly needed in the Arctic, like enforcing U.S. laws and treaties. The primary tool for maintaining a federal presence, exerting “soft power,” and enforcing U.S. laws and treaties in this region is the U.S. Coast Guard. With the acquisition and deployment of National Security Cutters, the Coast Guard has maintained an effective patrol of the Bering Sea. However, the capabilities and strategic outlook of the Coast Guard’s polar icebreaking fleet have significantly degraded as the need for them has increased over the past decade. If the U.S. government mismanages the overhaul of this vital component of national security, we place ourselves at a grave risk of losing the capability of projecting into the Arctic and protecting our national interests in a region that is quickly becoming an area of increasing maritime activity. Admiral Schultz, the U.S. Coast Guard Commandant recently stated that “presence equals influence in the Arctic. And right now...we’re woefully lacking as a nation in terms of our capacity.”

As U.S. Arctic capabilities continue to decline, Russia and China have increased interest in the region, with Russia attempting to exert greater control over the Northern Sea Route despite U.S. and international objections to their disregard of Law of the Sea norms and freedom of navigation operations. Russia has taken efforts to reconstitute long abandoned Arctic military bases and has begun efforts to build more icebreakers and upgrade their fleet with
more powerful, nuclear-capable icebreakers. Russia has the world’s largest nuclear and non-nuclear icebreaker fleets with more than forty icebreakers in operation, more than all other Arctic nations combined. While their significant number of icebreakers should be tempered with the understanding that Russia has nearly twenty-two times more Arctic coastline than the United States, the fact that they are willing to invest in their icebreaker fleet in anticipation of increased activity in the region should be a point of concern.

China has had “Arctic Council Observer Status” since 2013, but it holds no territorial claims in the region. However, its self-declaration as a “Near-Arctic State” combined with a stated desire to develop a “Polar Silk Road” to support increased trade routes and the harvesting of natural resources in the region could be a catalyst for increased economic activity and marine traffic. To date, they have completed two icebreakers and are currently in the process of constructing a third. For a country that has no territorial claims in the Arctic, their efforts to pursue commercial endeavors in the region should be closely monitored. While they have expressed an intent to respect the Law of the Sea and existing treaties, their track record in other regions (particularly the South China Sea) warrants a healthy skepticism of their overall goals.

For the U.S., its own capabilities for operating in the region have fallen behind. The primary tools for providing presence are the icebreakers, but the current fleet is woefully inadequate to meet the growing demand. The remoteness of U.S. waters in the region means that often a Coast Guard icebreaker is the only available infrastructure for projecting U.S. influence, earning a reputation as a “keystone capability.” They enable a range of operations that would otherwise be impossible. The current fleet is comprised of two operational icebreakers—a heavy icebreaker, the Polar Star, and a medium icebreaker, the Healy. Of the eleven Statutory Missions that the Coast Guard is required to fulfill, these cutters are expected to meet nine in the Arctic Region. A Government Accountability Report showed that from 2010-2016, these two cutters were only capable of meeting 78 percent of the Coast Guard’s Arctic obligations. In the past five years, the United States experienced severely limited capabilities of projecting into the Arctic as the U.S. Coast Guard Cutter Healy suffered from an engine fire that required significant repairs, and during a 2019 McMurdo resupply mission in the Antarctic, the forty-five year old Polar Star suffered electrical issues, a compartment fire, and flooding that required divers to repair. While continued mission success can be credited to the ingenuity and resourcefulness of Coast Guard operators, it is unreasonable to place this burden on them without a plan to provide better equipment. Our severely aging fleet of icebreakers are barely able to meet their current mission requirements and are woefully unequipped to handle any changes in Arctic activity.

The Coast Guard is currently working to modernize its icebreaking capabilities by acquiring new ships. The Polar Security Cutter (PSC) program, meant to replace the Polar Star with three new heavy icebreakers in the coming years, has received some support in recent Coast Guard budgets. The program has received $1.75 billion in funding so far, providing full funding for the first two ships. The FY2022 budget request for the Coast Guard includes an additional $170 million that would cover the long lead time materials of the third ship. The first of these new Polar Security Cutters is scheduled to be delivered in 2024. After the PSC is complete, the Coast Guard plans to acquire three new medium icebreakers that will be referred to as Arctic Security Cutters, for a total of six new vessels if both programs are successfully completed.

If the Coast Guard receives full funding for the acquisition program, it will be well over a decade before we have an adequate supply of vessels to protect our Arctic interests. Any misstep in the acquisition process could be costly, leading to a need to further extend the life of the current Arctic cutters. An extension would require costly maintenance and capital expenditures that could be put to better use innovating other areas of the Coast Guard. While the Coast Guard will have to make do with its current fleet for a few years, the PSC program must be completed on time to support U.S. strategic goals in the Arctic.

To this end, it is imperative that the U.S. government take seriously the threat that looms on the horizon. One of the most often-stated mottos of the Coast Guard has been “do more with less,” but that attitude, while admirable, has not led to an effective outcome in the Arctic. As China and other nations aggressively pursue financial opportunities in this region, the possibility for two very distinct outcomes emerges in the absence of U.S. influence. On one hand, China’s desire to establish a “Polar Silk Road” and a pursuit of natural resources in the Arctic region increases the odds
of an environmental disaster or worse, territorial infringements that we are incapable of resolving in a non-escalatory manner. On the other hand, if we concede influence in the Arctic to countries like Russia that have a greater capability of projecting into the region, we will lose an important strategic advantage and key influence, potentially leading to undesired outcomes. Simply put, the U.S. cannot afford to fall behind in such an important region and must make every effort to ensure that the Coast Guard receives these much-needed icebreakers.
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Creating a Foreign Policy of the Middle Class

Mari Manoogian

In February 2021, national security advisor Jake Sullivan clearly defined the overarching theme of President Joe Biden’s foreign policy strategy as “foreign policy for the middle class.” The Chicago Council for Global Affairs contends that this Biden doctrine “recogniz[es] the linkages between American domestic strength and U.S. ability to maintain international competitiveness.” Under this new framework, foreign policy decisions, Sullivan indicated, would use the following simple rhetorical question as a basic metric for success: “Is it going to make life better, safer, and easier for working families?”

Critics of this framing and metric have said that it is a dressed-up version of former President Donald Trump’s America First approach—simply removing the fearmongering or demonizing of the Trump years on topics like global engagement, trade, or immigration. However, that is an unnuanced, cynical view of this administration’s approach to foreign policy decision-making. While there remains a focus on domestic investments to spur international influence and strengthen national security, the Biden approach centers on an appeal to our better angels. It understands that the potential to create a foreign policy and national security strategy that will achieve this administration’s goals lies in not only the policies themselves, but also re-envisioning the makeup of the team who will make and carry them out and how we structure the institution tasked with pursuing these policy goals.

To get to the heart of Sullivan’s question, however, the approach cannot only consist of engaging the people who already play an outsized role in the shaping of our foreign policy—people who are already embedded in the establishment. To truly build a foreign policy for the middle class, our foreign policy decision makers and practitioners must be of the middle class, bridging the divide between the folks who are traditionally recruited to work in this field and those who are too often shut out of these conversations.

There are two approaches that are essential to achieving a foreign policy of the middle class. First, we need to recognize that we must make a greater effort to fundamentally alter how we recruit and train our diplomats and other foreign policy practitioners to be more reflective of the American people. This would change the face and culture of what former Deputy National Security Advisor Ben Rhodes called “the Blob,” which is the foreign policymaking establishment that, following 9/11, erred more on the side of interventionist decisions. Second, foreign policy practitioners must engage at all levels of government and civil society to learn from the people who would be impacted by the decisions made in Washington. Both approaches are essential to have a successful foreign policy strategy that positively impacts the American people in their everyday lives.

Changing the Face of the State Department: Recruiting a Foreign Service that Reflects America

In early 2021, articles with the headlines “The State Department Has a Systemic Diversity Problem” and “The State Department Has a Diversity Problem” ran in Politico and Foreign Policy respectively. The Department of State, established in 1789, is the nation’s oldest cabinet department. It has a tradition of recruiting from and deepening ties with institutions and populations that have a history of being well-represented within the Department’s ranks. According to the Truman Center’s March 2021 report “Transforming State: Pathways to a More Just, Equitable, and Innovative Institution,” “racism, sexism, homophobia, transphobia, and discrimination based on disability have challenged the State Department since its inception.” The report specifically cites the lack of diversity in the Department, and references a Governmental Accountability Office (GAO) report that indicated “the State Department is behind other
federal agencies in employing ... historically underrepresented groups, especially at senior levels.” Moreover, the GAO reported “that Black women made up 2 percent of the Foreign Service in 2002, and the number only went up to 3 percent in 2018,” with “racial or ethnic minorities in State’s Civil Service ... 4 percent to 29 percent less likely to be promoted than their white coworkers with similar education, occupation, or years of federal service.”

Not only does the State Department have a diversity problem, simply by the numbers, it also has no chance of fixing it using its current recruitment and promotion toolkit. For example, alumni groups and social networks are important tools that are often used in recruiting and door-opening, but they also play a role in perpetuating the cycle of students from elite institutions entering policy positions, creating an insular pipeline of talent. While the study by the GAO revealed that roughly nine percent of the 23,160 Foreign Service Officers (FSOs) examined in a study from 2002 through 2018 had a degree from an Ivy League university, their odds of earning a promotion are significantly higher than their non-Ivy-pedigreed colleagues. At times throughout their careers, the odds of earning a promotion are more than 20 percent higher for FSOs who attended an Ivy League university than those who did not.

State must proactively increase its university engagement to bring more diverse young people from outside of these Ivy League bubbles into the fold. Professors who teach and research at public universities and colleges—particularly Historically Black Colleges and Universities—are often themselves ex-practitioners or well-connected within this space, usually having policy experience or high levels of engagement with policymakers as part of their work. They should be given the tools by State to work with bright, talented young people who would be an asset to foreign policy and national security and encourage their students to avail themselves of opportunities to embark on careers in these fields, such as the Presidential Management Fellowship, the Fickering Fellowship, and the Rangel Fellowship.

This conversation on reforming the Department also comes at a time when corporate America is facing a reckoning of how to diversify corporate board rooms. Unsurprisingly, the policy recommendations for diversifying these spaces—both corporate America and the public sector’s oldest cabinet post—are very similar. The Center for American Progress suggests that corporations could consider “partnering with new membership or entrepreneurship organizations in diverse communities—such as the National Urban League, the NAACP, the National Council of Negro Women, the Black Economic Alliance, and the National Economics Association—to identify potential Black candidates.” Indeed, active engagement with minority social groups, business coalitions, or even religious groups could be pathways for the State Department to consider when attempting to widen the recruitment net for the next class of the Foreign Service.

There are two other important approaches to consider when engaging individuals from a variety of backgrounds earlier to show the possibilities of careers available in the foreign policy apparatus. First, similar to the way that various branches of our military recruit within our high schools, colleges, and universities, the State Department should consider establishing a Junior Foreign Service Corps, which would function like the Reserve Officers’ Training Corps. This would create a pipeline of junior officers that would be prepared to serve in the Foreign Service upon completion of the program. Second, Americans should be exposed to the variety of roles within the State Department that are not policy-related or Foreign Service Officer positions. This will offer not only a wider array of opportunities to serve, but also break the misconception that working for the State Department or other national agencies requires a degree from an elite university or interest in the policymaking aspect of the national security apparatus. This includes promoting Foreign Service Specialist positions including Medical Officer roles, Office Manager positions, Diplomatic Security, Regional English Language Officers (we have former educators in the field at embassies around the world to promote the teaching and learning of American English as a tool in the public diplomacy toolkit), and Construction Engineers. Each of these positions can open doors to foreign policy and national security careers to populations that may not otherwise consider working in this arena.

National leaders in the international affairs decision-making space, like Congressman Joaquín Castro (D-TX-20), Vice Chairman of the House Foreign Affairs Committee and co-chair of the Truman Center report, are leading the charge at the congressional level to codify measures that would create hard, statutory means and requirements to increase diversity at the State Department. Congressman Castro has been vocally critical of the Department’s efforts, or lack thereof, to diversify its ranks, saying that “for years, the State Department has failed to look like the face of our country and the lack of diversity in the diplomatic corps is appalling.”
To this end, Congressman Castro and several others introduced H.R. 4589, the Diversity and Inclusion at the Department of State Act, which, according to the Congressional Budget Office, “would require the Department of State to take several steps to promote diversity and inclusion in the department’s workforce and operations and to report annually to the Congress on those efforts.” The bill establishes a position of Chief Diversity and Inclusion Officer and ensures there are senior advisors tasked with a similar role in each of the department’s bureaus. The legislation also mandates the implementation of mentorship programs “for employees in underrepresented groups by pairing them with more experienced employees,” and would establish a “council of leaders to coordinate policy and initiatives promoting diversity and inclusion.”

An important factor to consider when recruiting a more diverse workforce is the barriers to entry into the State Department that underrepresented populations may face. Along with Congressman Lee Zeldin (R-NY-1), Congressman Castro is also the lead sponsor of bipartisan legislation that would provide funding for the State Department to pay its interns, which is an important step that would help to level the playing field for those who may not be able to afford to work an unpaid internship.

**Meeting Americans Where They Are: Making the Case for Why Diplomacy Matters**

In addition to recruiting a workforce that is more reflective of the diversity of America, the Department must also make some structural changes that will make diplomacy more relevant and accessible to the American people. The Truman Center’s report outlines several potential opportunities for further engaging the American people, namely the creation of a National Diplomacy University that is modeled on the Department of Defense’s National Defense University, which would be a great way to ensure easy access to continuing education for the vast workforce of the Department. The report also suggests the creation of several other offices that could expand the American people’s imagination and conception of what diplomacy is and what it can be. (While admirable, some of the offices suggested, like the Office of Entertainment Diplomacy, could simply be functions of a gutsier and more outgoing public affairs approach, rather than a separate office entirely.) However, there is one office that should be created to deepen engagement with those who engage in diplomacy and trade at other levels of government. As our world becomes more connected at the individual level, and with local and state governments pursuing transnational relationships through partnerships like sister cities and trade missions, the State Department could better understand and facilitate local diplomatic relationships through the creation of an Office of State and Local Diplomacy within the department, helping to ensure some of the key diversity and equity measures are met while these engagements are happening. In July 2021, Congressman Ted Lieu (D-CA-33) reintroduced the City and State Diplomacy Act (HR 4526) with bipartisan support, and Senators Chris Murphy (D-CT) and John Cornyn (R-TX) introduced similar legislation in the Senate. The legislation would codify the creation of an Office of City and State Diplomacy, which would be led by an Ambassador-at-Large, “to maintain international networks and reduce duplication and inefficiency in outreach by mayors and governors to create jobs, promote economic development, improve public health, and protect the environment.”

There are many ways that a future State and Local Diplomacy office could be utilized, including through the expansion of the Pearson Fellowship for the Foreign Service and additional civil service positions, for which the Truman Center advocates. This could allow for up to 60 fellows to be placed in every state and tribal territory, thus providing an on-the-ground linkage back to Washington to ensure that policymaking is not simply a top-down exercise in imposition. A re-imagined role of a Pearson Fellow could be one that functions as an interlocutor between other State Department staff—such as those serving as a Diplomats in Residence—and alumni of the Department and of its exchange programs, and international relations-focused non-profits and forums, like the Chicago Council on Global Affairs.

A person in the role could also develop relationships with local and state-level elected and appointed leaders working in this space, presenting potential opportunities for collaboration in the context of city and state diplomacy or with the public to engage groups often siloed from traditional foreign policy channels, and creating a formal way to determine the success of such engagements through data collection and benchmarking. Developing relationships with local and state leaders, like statehouse members or county-level officials, could help leaders who have great potential but little experience in this arena further their understanding about the importance of international engagement at their level of governing—and potentially even provide the Department another pipeline of informal advisors or future employees.
For example, in late August 2021, I—in my capacity as a member of the House of Representatives of the state of Michigan—hosted Earl Provost, the Ontario Agent-General in Chicago for a roundtable in Birmingham with county and city officials, including Oakland County Executive Dave Coulter, Birmingham Mayor Pierre Boutros, and economic development officials from both the county and city. Canada and the State of Michigan have a long-standing relationship dating back to before Michigan’s statehood. People in the local community can tangibly see the impact of this relationship in everything from the price of a gallon of gasoline at the pump, to seeing Canadian brands, such as the iconic Roots apparel store, when walking downtown. Further developing these natural relationships between local communities and different countries or cities, including leaning into Sister City relationships, is a way for communities to bring foreign policy and diplomacy to the local level, making the pursuit of these relationships meaningful and worthwhile to the people local leaders serve. While my previous work experience and university background in international affairs was crucial to convening the aforementioned meeting, not all elected officials have the experiences that would lend themselves to making or fostering these relationships. Having a Pearson Fellow assist in making these relationships and connections would be a tremendous asset to bringing the work of the Department to more Americans.

Conclusion

For the Biden administration’s “Foreign Policy for the Middle Class” approach to diplomacy to be successful, there are some major structural shifts that must happen. The State Department should modernize its approach to recruitment and retention of staff, not only to ensure they are recruiting the best and brightest our nation has to offer in this field, but also so that the new staff that is recruited—as well as the staff that remains in the department year after year—is reflective of the diversity of the people and individual experiences of our country. This will help ensure that the diplomacy of our nation is a product of the needs of the American people, specifically opening doors for middle class Americans to see themselves reflected in diplomatic engagement. There also must be a fresh approach to engaging the American people by bringing the work of the Department to places where diplomacy is often happening without any State Department engagement, namely through the creation of the Office of State and Local Diplomacy. Instead of viewing these necessary changes as burdens that a department with a long and rich history must bear, these changes can and should be viewed as great opportunities to improve the work of the Department and chart a new course for stronger, deeper diplomatic relationships in the future at all levels of government, which will result in real benefits for the United States domestically, as well as opportunities for the United States to lead and be competitive on the world stage.

State Rep. Mari Manoogian was born and raised in Birmingham, Michigan, and is serving her second term representing the 40th District, which includes Birmingham, Bloomfield Hills, Bloomfield Township, and a portion of West Bloomfield Township. She currently serves as the Deputy Democratic Caucus Whip and as the Minority Vice Chair for the House Committee on Energy.


Why U.S. Policy in Afghanistan Post-Withdrawal Needs a Rethink

Philippe Nassif and Sahil Shah

Twenty years and an estimated $2,261,000,000,000 later, U.S. President Joe Biden has ended America’s longest war in Afghanistan as the Taliban has taken swift control of the country. The final act in this war was a U.S. drone strike in Kabul that allegedly killed 10 civilians, accidentally targeting an anti-hunger aid worker who was mistaken as an “imminent threat” and “ISIS facilitator” because his water bottles were misidentified as bombs. The death of Zemari Ahmadi, who worked for a U.S.-based NGO called Nutrition and Education International, Ahmad Naser, who was a former U.S. military contractor with a pending Special Interest Visa (SIV) application, and eight other civilians including seven children, is a vivid exemplification of the war’s chaotic crescendo.

With U.S. credibility in flux and policy post-withdrawal ambiguous at best, questions about future U.S. engagement in Afghanistan and the wider region are looming. While credibility may be the wrong measure and perhaps poorly assessed in this debate, the U.S.-led withdrawal has created a large change in the operating environment that shakes up America’s ability to achieve strategic objectives. To address American national interests in Afghanistan going forward and to achieve long-term objectives in the region, the U.S. government must revise the ways and means used to influence security affairs in Afghanistan away from the ones relied upon for the last two decades.

President Biden announced that the sole U.S. national interest in Afghanistan is preventing the resurgence of terrorism threatening the American homeland in that country. U.S. Secretary of State Antony Blinken and U.S. Secretary of Defense Lloyd Austin have joined him in making it clear that, in the short term, this means that the U.S. will rely on “over-the-horizon” military capabilities to prosecute an ongoing counter-terrorism (CT) fight in Afghanistan. Expected targets are Al Qaeda, Islamic State of Iraq and the Levant–Khorasan Province (ISKP), and the Taliban if it returns to external terrorist operations again. Questions remain about the U.S. government’s ability to maintain such a CT campaign without stationing certain intelligence capabilities within, or at least nearby, the landlocked territory of Afghanistan to enable the current highly technical American approach to remote warfare.

Meanwhile, the U.S. national defense establishment appears committed to implementing a security strategy pivot away from the geography and objectives of the Global War on Terror (GWOT) legacy. This policy necessitates economic use of force, parsimonious approaches to objectives unrelated to countering strategic competitors, and shifting away from GWOT-optimized capabilities to those less suited to Afghanistan in particular. These strategic tensions interact with the Biden-Harris administration’s stated preferences for a new approach to American foreign policy that centers human rights and prioritizes diplomacy as a necessary corrective to mistakes the president perceives from the GWOT era.

This modernization of U.S. foreign policy presents an opportunity for a fresh approach to post-withdrawal challenges. Afghanistan could have met a better fate than its disastrous fall to the Taliban. The U.S. could have better prioritized Afghan civil society activists and human rights operators well ahead of time in addition to obviously prioritizing U.S. citizens and other foreign nationals. Doing so would have sent a better message: while U.S. national security objectives have changed and the American people want our troops home, we will not leave those who worked hard and very publicly for a better future for their country and let them die at the hands of their new leaders.

As the United States grapples with the fallout of the withdrawal from Afghanistan, an ugly reality that exists across the rest of the Middle East and North Africa once again resurfaces. This is a reality that has seen some of the
most egregious human rights violations not just take place, but flourish, across this part of the world over the past decade since the start of the Arab Spring. Mass atrocities and crimes against humanity committed by the Assad regime in Syria, where thousands have been gassed to death and tens of thousands hung in state-run execution facilities, coupled with war crimes committed in Yemen along with arrests of political dissidents in Egypt and Saudi Arabia reveal a dark reality that has now become the norm.

The question should not be solely focused on whether the U.S. should or should not withdraw from a foreign engagement, but rather, what sort of policy does the United States want to have going forward that ensures human rights are part of the equation when engaging in military action, whether they be drone strikes or full-on withdrawals, or coercive economic measures like sanctions and understanding the consequences of U.S. action or inaction. For example, there is a robust conversation occurring amongst the human rights community as the new U.S. administration has yet to publish the findings of its sanctions policy review. The restoration of the humanitarian exemption allowed by the International Emergency Economic Powers Act, especially in the context of the ongoing COVID-19 pandemic, would be an important step to rectifying negative externalities caused by current U.S. sanctions policy on humanitarian trade.

The hasty withdrawal from Afghanistan sent a poor message to human rights defenders in the region by essentially saying “your future does not matter” despite two decades of supporting civil society as Afghans worked to rebuild their country. These fearless activists for a more just and inclusive region are now prey to the Taliban, just as the fearless Iraqi protesters demanding better human rights have suffered a similar fate, dying by the hundreds as they are felled by Iranian-backed militia sniping them from rooftops or by U.S.-trained military units of the Iraqi armed forces. What about the tens of thousands of innocent Egyptians rounded up by Egyptian security services, also a country that receives generous amounts of U.S. support?

The pattern here is quite clear: the new U.S. administration has pushed aside human rights for broader short-term national security concerns, at the expense of long-term national security priorities. If the U.S. wants to curb China’s behavior, or curtail Russia’s malign influence along NATO borders, it should have held Saudi Crown Prince Mohamed bin Salman responsible for the killing of Washington Post journalist and U.S. resident Jamal Khashoggi, heaped criticism on President Abdel Fattah al-Sisi’s atrocious human rights abuses in Egypt, and demanded accountability for the killing of over 600 Iraqi protesters over the past year alone. Now with Afghanistan, the U.S. could, at a minimum, assist in the fleeing of Afghan activists, interpreters, and others who are now being targeted by the Taliban using all the tools that we have available that are non-violent and do not involve another, even limited, military incursion.

The U.S. must recalibrate how it engages in foreign conflicts going forward, but also strategize how it withdraws from such conflict zones, regardless of the size of the footprint of U.S. military forces. The current approach which is rooted in the traditional view of national security priorities first and everything else second has failed the U.S. more often than it has succeeded. Asking what the “vital national interest” is requires a more comprehensive response, one that incorporates disengaging from an unpopular and ineffective military intervention with protecting what gains were made, not just by the U.S. military, but also by ordinary Afghans. If we as a country were looking out for our long-term interests, leaving an Afghanistan that is falling to the Taliban should not have equated to abandoning its bravest and brightest to fend for themselves. Doing so is negligence and undermines America’s standing in the region and across the world.

Philippe Nassif is the MENA Program Director at the National Democratic Institute (NDI). He was previously the Advocacy Director for the Middle East and North Africa at Amnesty International USA where he worked with U.S. government representatives in Congress and the executive branch to ensure that human rights are prioritized and protected across the region.

Sahil Shah is a Policy Fellow at the European Leadership Network, a pan-European, intergenerational network of leaders working to resolve the gravest threats to Euro-Atlantic and global security.
Advancing American Innovation in the National Interest

Dale Swartz

Introduction: Moving at Hypersonic Speed

Since the summer of 2021, multiple nations (including the United States) have conducted tests of a hypersonic glide vehicle (HGV), a nuclear-capable, strategic missile traveling at speeds exceeding Mach 5 and able to maneuver and evade traditional defenses. Notably, press reports indicate that one successful HGV test completed a partial orbit of the earth over the South Pole—a trajectory not covered by existing missile defense systems—and fired a second test missile from the vehicle as it neared its target.\(^1\)

To successfully test this hypersonic capability marks significant advances across a range of next-generation technologies, including advanced materials, propulsion, and guidance/navigation systems. Despite ample investment, it is not clear that the United States is able to field a similar capability itself or to successfully defend against it.\(^2\) Beyond national security implications, the hypersonic example represents a growing list of areas where America risks losing its innovation edge. A decline in American innovation leadership—particularly in critical dual-use technologies like artificial intelligence (AI), semiconductors, and quantum information science—would hold profound implications for American economic growth, resilience, and security.

Innovation: Why Should We Care?

"Innovation" here refers to a step-change improvement in technologies, processes, and business models that enable America to improve productivity and create value in a critical sector. For the past seventy-five years, the United States has benefited from being the leading global innovation engine, fielding path-breaking advances like the Global Positioning System (GPS), the internet, machine learning, and human genome sequencing. Cumulatively, these breakthroughs have enhanced American competitiveness—both through economic dynamism (notably productivity gains) and national security.\(^3,4\)

The United States of America’s stated national security agenda for the twenty-first century\(^5\) rests on tackling a series of innovation challenges: succeeding in the enduring, tech-enabled marathon that defines competition among modern superpowers, securing the environment and global commons, and advancing a broader human flourishing agenda (e.g., health and interplanetary space travel). This can be seen already with competition on AI innovation—already a foundational technology for many applications—and a new era health diplomacy centered around biotechnology (e.g., mRNA vaccines).\(^6,7\)

America’s innovation engine overall has not kept up with the rapid pace of change in the twenty-first century, and America is staring down a potential crisis in the coming decade. Other nations are also advancing in critical capabilities like AI/machine learning and fifth-generation telecom networks (5G), underpinned in some cases by central directives focused on critical technologies and a significant expansion in international investment.\(^8\) Silicon Valley is now but one of several talent pools with at-scale innovation hubs also in Beijing, Tel Aviv, and Bengaluru.
Four “Big Ideas” for Advancing American Innovation in the National Interest

What is to be done? There are four transformational themes that decision-makers could consider to advance American innovation, which will require a holistic approach across the public, private, and social sectors to succeed. Some of these initiatives have been discussed elsewhere at length, but taken together they provide a comprehensive, enduring framework for how to help meet the urgency of the moment. The United States has a critical window of opportunity to act over the next two to five years, to keep pace with global peers in the face of significant advances in global innovation.

First, protect the “crown jewels”—present and future. American firms and policy leaders should rethink intellectual property (IP) and consider national security protections for critical sectors. The industries currently defined as “strategic” are too narrow, and generally focus first on certain classified defense technologies. For example, this does not account for the increased value and relevance of new classes of commercially oriented digital and biotech technologies. Stakeholders should focus on a broader range of strategic subsectors (e.g., telecom, autos, pharmaceuticals) and foundational technologies critical for economic competitiveness as well as national security (e.g., semiconductors—“the new oil”—along with AI, synthetic biology, and quantum technologies among others).

Identifying critical industries should be done at a granular level; the existing regulatory regime uses a sledgehammer when a scalpel is the better instrument. Policymakers should collaborate closely with industry to identify and agree on protections for a dynamic list of dual-use chokepoint technologies and processes (e.g., specific AI algorithms, next-gen battery technology and rare earth materials, and leading-edge semiconductor nodes/advanced lithography) that are the “crown jewels” on which future economic innovations rest. Innovation implies obsolescence; IP protection and policy enforcements should be focused on limited resources on true competitive discriminators versus larger classes of last-generation technologies that are of declining value or that have become commoditized.

Finally, the United States may need to consider imposing costs on private firms that aid in the transfer of American innovation “crown jewels” abroad. The outcome could pose undue national security risks.

Second, innovate faster by getting back to the basics—focusing on talent and investment. Talent and investment are both critical to moving at pace and at scale in innovation—and the challenges are stark (e.g., limited STEM pipeline, underinvestment outside of certain technologies and subsectors). On building innovative talent, it is “table stakes” to provide an immigration “fast lane” for deeply technical, entrepreneurial talent. This will widen the pathway for world-class workers with the right skills to build the next generation of technologies in the United States. A proposal gaining bipartisan support for a “national security innovation visa” is being considered by legislators, e.g., by providing a pathway for skilled immigration for key individuals employed by a U.S. company working in national security, engaged in research funded by the Department of Defense, or who have scientific or technical expertise vital to elements of the National Defense Strategy. Beyond this, the U.S. should double down on initiatives to foster talent with business acumen and leadership abilities. Finally, U.S. decision-makers could choose to double down with state and local partners to thoughtfully build regional innovation ecosystems, with a focus on worker training and reskilling to address the widening technical talent gap.

On investment: Decision-makers should also rapidly accelerate catalyzing investments in technology infrastructure and basic research that will have multiplier effects on private firms (such as the semiconductor sector). But these investments alone may be insufficient. Public-private capital partnerships have worked well in other areas. For example, the U.S. could look to scale up the In-Q-Tel venture capital model employed by the U.S. intelligence community.

Third, innovate wider by building a grand technology alliance for the twenty-first century to counter authoritarian aggression. In the post-World War II international order, alliances were framed in political and economic terms. In the 2020s, alliances and partnerships are technology driven (such as AUKUS). America does not hold a monopoly on critical technology innovations—nor should it—but current partnership frameworks do not fully leverage the talent and infrastructure of close partners, including the United Kingdom, Australia, and Japan. Three concrete ideas could help here, which the author has written about previously. First, the United States should extend the “Canadian exemption” for U.S. classified International Traffic in Arms Regulation (ITAR) export controls to National Technology
and Industrial Base (NTIB) countries. Second, scale up the U.S.-EU Trade and Technology Council to include the full G7 and the Quad in Asia. Finally, establish a new data governance structure to build new international “trusted networks” to provide a better and larger data protection framework.

More broadly, the United States should take a “whole of society” approach— one that sees major U.S. technology and industrial firms as critical actors and partners alongside government in the development of a global innovation web that renews American innovation leadership.

Finally, reimage the U.S. government’s role in advancing innovation. Too many commentators still idealize the 1950s “Vannevar Bush” model of outsize U.S. funding for R&D and tech transfer to industry. A “top-down” industrial and innovation policy risks looking too much like the Chinese “civil-military” fusion strategy—one that erodes America’s free enterprise spirit and puts government concerns ahead of those rest of society. A new U.S. innovation and technology strategy can focus more on fostering ecosystems of talent, capital investment, and infrastructure—all while advancing U.S. competitiveness in multiple arenas on the world stage.

Dale Swartz is a consultant based in Silicon Valley and a former national security official in the U.S. government. This piece reflects his personal views alone.
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4 Economically, innovation advances fuel growth and prosperity. A silver lining of the global coronavirus pandemic was a massive acceleration in the development and adoption of digital technologies. Rapid changes in the mode and speed of decision-making in large sectors of the American economic unlocked startling productivity gains.


